
JUSTIFICATION FOR SOLE SOURCE or BRAND NAME SPECIFIED 

N00189-15-T-Q188 

(Simplified Acquisitions <$150K) 

This is brand name for Lieberman Software and is  precluded for reasons indicated below.  There are no 

substitutes available for this material or service. 

Restricted to the following source.  Provide original manufacturer or recommended sources that provide 

brand name.  

Manufacturer:   LiebermanSoftware 

Mfr. Address:  1900 Avenue Of The Stars Suite 425 

                        Los Angeles, CA 90067 

                        City, State Zip 

Enterprise Random Password Manager (ERPM) will be utilized to manage privileged accounts where the 

end user must have administrative rights to perform their work. 

- Specific characteristics of the material or service that limit the availability to a sole source / brand 

name (unique features, function of the item, etc.).  Describe in detail why only this suggested source / 

brand name can furnish the requirements to the exclusion of other sources / brands. 

USNA needs an enterprise tool to securely manage privileged account passwords. 

Some products can perform important functions that LiebermanSoftware's Enterprise Random 

Password Manager (ERPM) can, such as ease of use, demonstrated security, two-factor authentication, 

centralized enterprise management. 

Only ERPM synchronizes the logins to internal servers across multiple users who want to share the same 

password. 

And most importantly, ERPM is the only product that can save passwords for local server logins as well 

as Active Directory credentials. This is key in our Microsoft Active Directory environment. 

 

The requested material or service represents the minimum requirements of the government. 

The material/service must be compatible in all aspects (form, fit and function) with existing systems 

presently installed/performing.  Describe the equipment/function you have now and how the new 

item/service must coordinate, connect, or interface with the existing system. 

We currently have no comparable functionality to Enterprise Random Password Manager (ERPM). ERPM 

integrates cleanly with Micrososft's Active Directory and requires no workstation client installation. 



ERPM will control privileged account access, audit priviledged account access and use, and be a major 

deterrant to lateral movement through our network from any compromised machine. 

 

 

 

 

 

 

      

 

 


